AG-188 User Manual

AG-188N User Manual

1/42



AG-188 User Manual

w

5

AG-188N FEALUIES ......ooeiieiieiieetteete ettt ettt e b et e e e et e sabeeseessseeseens 4
L1 APPEATANCE .....oceeviteeieeieieeteieeteet ettt ettt saestetesbesbeseeseesessessaseesessensassesessensessasenss 4
O 1 1 =1 o = ol OO U USSR 4
1.3 EIleCtriCity CharaCteriStiC..........ccoovivviiuieieeieeeeeeeeeeee e 5
L4 SOMWAIE ..ottt ettt ettt bese st eb e b e s esaeseesesessaseenes 5
1.5 Standard and ProtoCoIS ............ccoiverieiiiininieieieeseetee ettt enes 5
1.6 Compliant StANUAIAS........ccoooviiuieiieieeeeeeeeee ettt 6
1.7  Operating reQUITEMENT.........c.ocuv ittt ettt ettt et eaeeaeeneeneas 6
L8 PACKAGE ...ttt ettt ettt et ae s 6
1.9 INSEAHALION. ...ttt et s e b ne s enes 7
Web CONFIQUIALION .......oviieiiiieieceeeeee et 7
2.1 AcCEeSS WED SEHING PAGE......oovieieeeeeeeeeeeeeeeeeee ettt 7
2.2 CUITENE STALE.......ciiciieieieieee ettt sttt et etesteeseesseseeseeneeneensesseeneeneas 9
2.3 NEIWOIK .ottt ettt ettt ettt et b s st te s e s esseseenes 10
ARG T R VL= T o I @0 1| 1o IO U PPPPPRRPPRt 10
2.3.2  LAN CONfiQuiiiiiiiiiiiiiiiiiiece et see e e e e e e e e e e e e e e e e e e e 11
2.4 VOIP ettt bbbt et b ettt se b nb st st ens 11
2.4.1 SIP CONIg ceiiiiiiiiiiiie e e e e e e e e e e e e e e e e e e e e e e 1n
2.4.218X2 CONMIQ ceteeieiiiiiiiieeiee e eeeeeitiicreeee e e e eeeetttatseeeeeee seeeseeessnssssnnnnnsssaneanes 13
2.5 AUAVANCE ...ttt ettt ettt bttt bttt et e b s esteseens 14
251 DHCP SEIVET ..ttt ettt e eette e e e etase e s eteas e e eeeanaseeeenns 14
2.5.2 N AT e —————————— e e e e e e e e e e e e e e e e e e e e e eeeeeeennnns 15
253 NEE SEIVICE ..iiieiieiiiiiieeeee ettt ee e e e e e e e ettt taasees sreeseeseaeeessessnsnnns 16
254 QOS SEHINGS tevvuueeeeeiieeiiiiiiieeeeeeeeeeetttttaieseeeeeeeeeteetaas eesaansassssaaaenens 17
255  Advance SIP SEtliNGS ..cccvuuuuuieeeeeiieeeitiiiiiiieeee e e eeeetervraeseeeeeeaeseaaaaens 18
2.5.6 DIGItal MAP ..ueieeeeiiieiieeeee et e e e e e e et e et e e e e e e eeeeeaaaaaans 19
2.5.7  Call SErVICE SEtlNGS ..cevvvrruieieeeeeieeeeetiiiiireeee e e e eeeettttraeseeeeseeseeaaaaens 20
2.5.8  MMIFIREE covviiiiieieeeeeeeeeeeeeeee e e e e e e e e e eeeea e 21
2.5.9  AUJIO SEHINGS ceuuueeeeeeiieiiiiiiiiieeeee e e e eeeeettrtireeeeeeeeeeeeeaes seeraaaasnnsessaaans 22
2.5.10 VPN ottt e e e e e e e e aaaaaaaaaaaas 22
2.6 Dial-Peer SEtNES ..oecuvieerieiieiieiieieete ettt ettt et ev et eb e et e ebeebeebeebeebeenbeenbeenrean 24
2.7 CONfig MABNAGE.........co ittt ettt ettt et eaeere e eneens 25
2.8 UPALE ...t ettt ettt ettt reeaeeneeas 26
2.9 SYSEM MANAGE ... ..ottt ettt ettt ettt v e v e b e esbeebeebeebeeseesbeenbeenseennen 28
2.9.1  ACCOUNE MANAGE ...ueiiiiieiiiiiiiiieeeeeeeeeeeeeettaiiseeeseeeaeeeeessannnns srnnsnsessaaans 28
2.9.2  SYSIOQ CONMIG: trrriieieeieiieiiiiiiieeeeee e eeeeeetrtree e e e e e eeeeerees seeeaaaaneeaaaaaes 28
293 L LTS 1= O OUUPUPPPPPRR 29
294 LOQOULEREDOOT ..c.cvvvviieeieeeeeeeeeiieee et e e e e eee e eeeeeavanes 29
IVR SELING ..ottt ettt e ete e e eaeeeas 30
TEINEt CONSOIE ...ttt 31
A1 INIFOAUCE ...ttt ettt ettt ettt b b e sttt be b esaaseesessesseseaseesensessesenns 31
4.2 Global COMMANC..........ccoiriiieieiiieeeete ettt se s s 32
TIEE SHTUCLUIE ..ottt e e beeeabeenbeenneas 33

2/42



AG-188 User Manual

O 00 ~N o

NEtWOIK DIAQNOSIS .......ccveiiieiiieiieieeeeeete ettt v e 34
Restore to factory default...............coooveiiiiiiiiieeeee e 34
POST Mode(Safe MOAE) ........ccvevieiieeeieeeceeee e 35
FAQ . o ettt e bt et e etaeerbeebeeeabeenraeenaeenns 36
How many SIP servers may AG-188N register simultaneously? ...................... 36
How can | know the AG-188N'S IP ddreSS?.......uueeeeeemeeeeereieeeieeiieeeeeeeeeeeeeeeeenn. 36
How to use AG-188N’s Lifeline funCtiON? ..........eeeeeeeeiiiiiiiiiiiiiiieieieieeeeeeeeeeeeeeenn, 36
Why the settings vanish after rebD00Ot?........uueeeeeiiiiiiiiiiiceeee e 36
HOW t0 USE the dial FUIET? ... ettt e 36
How to use speed dial TUNCHON? ......ccoiiiiiiiiiieeie e e s 38
How to configure digital Map? ....cceeeeeeiiiiiiiiiieeee et eeeeva s 38
How to use Call Forward, Call Transfer and 3-way Conference calls? ............. 38
VLAN IMPIEMENT ..ttt ceeeettree e e eeeeereatreee e e e eee seeeeeeeeansasnnnnesaesaaeanns 39

3/42



AG-188 User Manual

1 AG-188N Features

1.1 Appearance

PWR: power connection status

SYS:  server registration status . registered: on , gliting , not-registered , off

WAN:  WAN port connectiong , contected , on, offline : off

LAN:  LAN port connectiong , contected , on, offline : off

PSTN: light on when PSTN call come in/out

VoIP:  light on when VoIP call come in/out , The default status when pick up the call is VoIP

call out

1.2 Interface

Power: Output Power:12VDC,500mA.

Port: RJ11 port. Connect to handset or the Lifeline accessory.
WAN: RJ45 port.
LAN: RJ45 port.
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1.3 Electricity characteristic

Speciality of electric: output the 12V 500mA DC
The network connects:2 RJ45 connect, a WAN, a LAN
FXS: 2 port

1.4 Software

=
ol

Support two sip servers running at the same time.
Back-up sip server support.

NAT, Firewall.

DHCP client and server.

Support PPPoE, (used for ADSL, cable modem connecting).
Support major G7.xxx CODEC.

VAD,CNG.

G.165 compliant 16ms echo cancellation

Tone generation and Local DTMF re-generation according with ITU-T
E.164 dial plan and customized dial rules

Support Lifeline.

Hotline.

Speed Dial

Call Forward, Call Transfer, 3-way conference calls
Caller ID display

DND(Do Not Disturb),Black List,Limit List

Upgrade firmware through FTP or HTTP.

Web management.

Reverse polarity

Telnet remote management.

Voice prompt

adjustable user password and super password

Standard and Protocols

IEEE 802.3 /802.3 u 10 Base T/ 100Base TX

PPPoE: PPP Protocol over Ethernet

DHCP Client and Server: Dynamic Host Configuration Protocol
G.711 u/a; G729 audio Codec

SIP RFC3261, RFC 2543

IAX2

TCP/IP: Internet transfer and control protocol

RTP: Real-time Transport Protocol

RTCP: Real-time Control Protocol

VAD/CNG save bandwidth
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Telnet: Internet's remote login protocol
DNS: Domain Name Server

TFTP: Trivial File Transfer Protocol
HTTP: Hyper Text Transfer protocol
FTP: File Transfer protocol

RFC 3362: T.38 protocol

1.6 Compliant Standards

CE: EN55024,EN55022
FCC partl5

comply with ROHS in EU
comply with ROHS in China

Explanation:

The letter “e” is the first letter of “environment: and “electronic”, The rim is a round with two
arrow , stands for recycle. The number 20 stands for the years of environment protection.
Please note the years of environment protection is not discarding year nor usage life

1.7 Operating requirement

e Operation temperature: 0 to 40° C (32° to 104° F)
e Storage temperature: -30° to 65° C (-22° to 149° F)
e Humidity: 10 to 90% no dew

1.8 Package

[ Size 128 x 85 x 30 mm
° Packing List

v AG-188N gateway
4 Power adaptor (12v, 500mA)
v Manual CD
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1.9 Installation

Use Ethernet cable to connect AG-188N’'s LAN port and your computer. Set your
computer’s ip to the network 192.168.10.x or using dynamic obtain IP. Open your web
browser and key in 192.168.10.1. Then you will see the logon page of AG-188N, the
default username and password is admin/admin for administrator and guest/guest for
guest.

Set up page for VoIP use only:

POS Phone

2 Web Configuration

2.1 Access Web setting page

Enter AG-188N IP address in the web browser and press ENTER to go to the log on page,
and key in the username and password to access AG-188N setting page.

Default username and password is:

Administrator: Username: admin password: admin

User: Username: guest Username: guest
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2.2 Current state

VolIP Gateway

Running Status

Network Hetwork
VolP Connect Made DHCP MAC Address 00:01:02:03:04:05
WAH IP Address 192.168.1.74 Gateway 192.168.1.1
Advance
Primary DNS 202.96.128 166 Alternate DNS 20296134133
Dial-Peer LAN IP Address 192168101 DHCF Server Ok
Config Manage
Vol
iz Default Protocol:SIP
System Manage Redister Server 194.54 102147 Proxy Server 19454102147
SIP Redgister oM State Registered
SIP Stun OFF
18X2 server Register OFF
1AX2
State Unregistered
Phone Humber
Public SIP 301
Private SIP 530183806
1AX2

“ersion: WOIP Gateveay %1.6.102.21 Mar 26 2008 15:32:50

This page shows AG-188N'’s running state.

Network : shows the WAN and LAN port connecting state and current settings.

VoIP: show the default protocol, the working state of SIP and IAX2, you can see whether
AG-188N has registered the public sip server and IAX2 server.

Phone Number shows the public sip server. the private sip server and the IAX2 server
phone numbers.
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2.3 Network
2.3.1Wan Config

Current State

Hetwork

AN Confid

LA Config

VolP

Advance
Dial-Peer
Config Manage
Update

System Manage

WAN port network setting page.

VoIP Gateway

WAN Configuration

Active IP

| Current Hetmask

| MAC Address

Current Gateway |

1921661 74 [

255 255 2550

[ 00:01:02:0304:05

1921661 1 |

Mac Authenticating Code

Walid M&C

O static @ oHop O PPRoE

Ly

Ohtain DNS server automstically

IP Address 192.168.1.179

Metmazk

255.255.255.0

Static

Gateweay 192 168.1.1

DNS Dornain

Preferred DhS 202.96.134.133

Alternate DHE

207 96 128 A8

PPPoE Server

AT

Username

user123

Password

Support static IP, dynamic obtain IP and PPPoE.

Configure Static IP:
----Enable Static;

----Set AG-188N's IP address in the IP Address;
----Set net mask in the Net mask field;
----Set router IP address in the Gateway;

----DNS Domain:

----Set local DNS server in the Preferred DNS and the Alternate DNS

Configure to dynamic obtain IP
----Enable DHCP;

If there is DHCP server in your local network, AG-188N will automatically obtain WAN
port network information from your DHCP server.

Configure PPPOE:
----Enable PPPoE

----PPPOE server: Enter “ANY” if no specified from your ITSP.

----Enter PPPOE username and pin in the username and password.

AG-188N will automatically obtain WAN port network information from your ITSP if
PPPoE setting and the setup are correct.

Notice: If user accesses the gateway through WAN port. He should use the new IP

address to access the gateway when the WAN port address was changed.
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2.3.2 LAN Config

VolP Gateway

Current State LAN Configuration

Hetwork

W | D Bricge Made | ‘

VoIP
Advance

—_— IP|192.168.10.1 Metmesk [ 255.255.265.0
Dial Peer DHCP Service MAT

Config Manage
If you are using lan ip please reconnect with new IP after your modification |

Update

System Manage
_ Apply

|

Bridge Mode:  Enable this option to switch to bridge mode. Gateway won't assign IP
for its LAN port in bridge mode and its LAN and WAN port will be in the same network.
(This setting won't take effect unless you save the config and reboot the device)

IP Netmask: Set the IP and Netmask for the LAN

DHCP Server:  Enable DHCP service in LAN port

NAT: Enable NAT.

2.4 VolP
2.4.1 SIP Config

VolIP Gateway

Current State SIP[Registered] Configuration
Hetwork
VolP Register Server Addr Procy Server Addr l:l
& 2 Register Server Port __EDGD Proxy Server Port
1432 Condig
Update Fhane Humler 3 Register Expire Time _ SEEETEE
e Detect Interval Time B0 sEconds RFC Protocol Edition RFC3261 |»
Encrypt Key |:| Server Type commaon v %_
LCisplay Mame l:l User Agent
DTMF Mode |DTMF_RFC2833 v [] signal Encryt
[ Enable PRACK [ Rtp Encryt
Erable Keep Authertication [[] Enable Session Timer
D Auto Detect Server |:| Answer With Single Codec
Enable Yia rport SIP(Detaut Protocol)
Enable Register
Setting page of public SIP server:
Register Server Addr: Register address of public SIP server
Register Server Port: Register port of public SIP server
Register Username: Username of your SIP account (Always the same as the phone
number)
Register Password: Password of your SIP account.
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Proxy Server Addr: IP address of proxy SIP server (SIP provider always use the
same IP for register server and proxy server, in this case you don't need to configure the
proxy server information. )

Proxy Server Port: Signal port of SIP proxy

Proxy Username: proxy server username

Proxy Password: proxy server password

Domain Realm: SIP domain, enter the sip domain if any, otherwise AG-188N
will use the proxy server address as sip domain.

Local SIP port: Local SIP register port, default 5060

Phone Number: Phone number of your SIP account

Register Expire Time: register expire time, default is 600 seconds. AG-188N will auto
configure this expire time to the server recommended setting if it is different from the SIP
server.

Detect Interval Time: Co-work with the Auto Detect Server, if Auto Detect Server is
enable, AG-188N will periodically detect if the SIP server is available according this
setting.

RFC Protocol Edition:  Current AG-188N SIP versions. Set to RFC 2543 if the gate
need to communicate to devices (such as CISCO5300) using the SIP 1.0. Default is RFC
3261.

Enable Register: Enable/Disable SIP register. AG-188N won't sent register info to
SIP server

DTMF Mode:DTMF signal sending mode: support RFC2833, DTMF_RELAY (inband
audio) and SIP info

Auto Detect server: co-work with Server Auto Swap and Detect Interval Time. Enable
this option, AG-188N will periodically detect whether the public SIP server is available, if
the server is unavailable, the AG-188N will switch to the back-up SIP sever, and continue
detecting the public sip server. AG-188N will switch back to the primary SIP server if the
server is available again.

Server Auto Swap:Please refer to Auto Detect server for detail.

Enable Via rport: config the supporting for RFC 3581

SIP(Default Protocol): Setting for the default protocol of SIP
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2.4.2 lax2 Config

VolP Gateway

Current State
Hetwork

VolP

SIP Config
A% Config

Advance
Dial-Peer

Config Manage

IAX[Unregistered] Configuration

|AK Server Addr

|83 Server Port

4564

Account Name

Account Passward

Fhone Mumber

Update Local Port 4569

o oice mail number 0
System Manage

oice mail text mail

Echo Test number 1

Echo Test text echo

Refresh Time 0 Seconds

D Enable Register D Enable G729

[ 1asrpetaut Protacal)

Setting page of public IAX server:

IAX Server Addr:  Register address of public IAX server

IAX Server Port:  Register port of public IAX server, default port is 4569

Account Name: Username of your SIP account (Always the same as the phone
number)

Account Password: Password of your IAX account.

Local port: Signal port of local, default port is 4569

Phone Number: Phone number of your IAX account

Voice mail number: If the IAX support voice mail, but your username of the voice mail is
letters which you can not input with the ATA , then you use the number to stand for your
username

Voice mail text: if IAX support voice mail, config the domain name of your mail box here.
Echo test number: If the platform support echo test , and the number is test form , the
config the test number to replace the text format The echo test is to test the woring status
of terminals and platform

Echo test text: echo test number in text format

Refresh time: IAX refresh time

Enable Register: enable or disable register

IAX(Default Protocol): Set IAX 2 as the default protocol , if not the system will choose SIP
as default

Enable G.729: Using G.729 speech coding mandatory consultations
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2.5 Advance
2.5.1 DHCP Server

VolP Gateway

Current State DHCP Service

Hetwork

VolP Update hode titp Server 0.0.oo
Advance DNS Relay Atz firmware
DHEF Senver Updats config file
NAT
e [pnh]
203
sIp
Digital Map [ name | Start IP [ End IP [ Leasetime |  netmesk | Gatewsy | DS |
Call Service [lan [15288.10. 1324188 10.30 [1440 |zs5285.2550  [rszassod [1sz188.10. |
MMI Filter
Audio Settings
WEHN
Dial-Peer Leaze Tahls Mame Lease Time
minute
Config Manage Start IP End IP Add
Update Metmask Gateway
System Manage DhE

_ et =

DHCP server manage page.

User may trace and modify DHCP server information in this page.

Update Mode: Using DHCP updated model ,None expressed are not updated,
Update Firmware update firmware is used to DHCP. Update Ffile is used to
configure DHCP updated configuration files.

Tftp Server: Addresses using TFTP server upgrade .

DNS Relay: enable DNS relay function.

User may use below setting to add a new lease table.

Lease Table Name: Lease table name.

Lease Time: DHCP server lease time.

Start IP: Start IP of lease table.

End IP: End IP of lease table. Network device connecting to the AG-188N LAN port can
dynamic obtain the IP in the range between start IP and end IP.

Netmask: Netmask of lease table.

Gateway: Default gateway of lease table

DNS: default DNS server of lease table.

Notice: This setting won’t take effect unless you save the config and reboot the device
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2.5.2 NAT

VolP Gateway

Current State NAT Configuration
Hetwork
IPSec ALG FTP ALG
VolP
FPTP ALG
Advance
DHEF Seprer Apply
HAT
Met Service
Qos
sIp Inzicle [P Inzice TCP Part Outside TCP Part
Digital Map
Call Service
MM Filtar [Insice P [Insicie LoP port [outside LUDP Port |

Audio Settings
VPN

Dial-Peer

Config Manage Transter Type | TCF % Ingide P
Update Inzicle Port Outsicle Port
System Manage
I =

Advance NAT setting. Maximum 10 items for TCP and UDP port mapping.

IPSec ALG: Enable/Disable IPSec ALG;

FTP ALG: Enable/Disable FTP ALG;

PPTP ALG: Enable/Disable PPTP ALG;
Transfer Type: Transfer type using port mapping.
Inside IP: LAN device IP for port mapping.
Inside Port: LAN device port for port mapping.

Outside Port: ~ WAN port for port mapping.
Click Add to add new port mapping item and Delete to delete current port mapping item.
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2.5.3 Net Service

VolIP Gateway

Current State Net Service
Hetwork
VolP
Advance
HTTP Port an Telnet Port 23
DHCF Senver
RTP Initial Port 10000 RTP Part Quartity 200
SIF It madify HTTP ot Telnet port you'd better ==t it maore than 1024 then save and restart.
Digital hap
Call Service
BRI Filter [Appiy]
Audic Settings
WEN
Dial-Peer DHCP Lease Table
Config Manage Leased P Address |Chent Hardware Address |

Update

System Manage

HTTP Port: configure HTTP transfer port, default is 80.User may change this port to enhance
system’s security. When this port is changed, please use  http://XXX.XXX.XXX.XXX:XXXX/ tO
reconnect.

Telnet Port: configure telnet transfer port, default is 23.

RTP Initial Port: RTP initial port.

RTP Port Quantity: Maximum RTP port quantity, default is 200

Notice:

Settings in this page won’t take effect unless save and reboot the device.

If you need to change telnet port or HTTP port, please use the port greater than 1024,
because ports under 1024 is system remain ports.

HTTP service if HTTP is set to 0.
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2.5.4 QoS settings

Current State QoS Configuration
Network
VolP 1 wLan Enable
Advance WLAN ID Check Erabile VoiceData YLAN differentiated Undiffierentiated s
BHCP Sernver [T pitfsery Enable Ditizery Valus x| b5
NaT
Het Senvise Woice YLAN ID 256 (0 - 4095 Diata WLAN D 254 (0 - 4095
os
SIF “Waoice G02.1P Priority i (o-7 Data G02.1P Pririty 0 (0-7
Digital Map
Call Serice
hihi 1 Filter Subrmit
RN
Dial-Peer
Config Manage
Update

System Manage

AG188 implement QoS based on 802.1p, The QoS is used to mark the network
communication priority in the data link/MAC sub-layer. AG188 will sorted the packets
using the QoS and sends it to the destination.

1. Voice 802.1p Priority --- Configure the priority of the voice packets in 802.1p protocol.
2.  VLAN Enable --- Disable/Enable VLAN function

3. Voice VLAN ID --- configure the Voice/signaling VLAN ID

4. DiffServ Enable --- Disable/Enable Diffserv service

5. DiffServ Value --- Configure Diffserv parameter. The value range : value range:

0x28,0x30,0x38,0x48,0x50,0x58,0x68,0x70,0x78,0x88,0x90,0x98,0xb8.default is
0xb8 ,0xb8 stands for best fast transmission; 28-30 is guaThrantee for the transmission
priority for the 1st rank , 48-58 is guarantee for the transmission priority for the 2nd rank,
68-78 is guarantee for the transmission priority for the 3rd rank, 88-98 is guarantee for the
transmission priority for the 4th rank.

6. Data VLAN ID--- Assign VLAN id for data stream.

7. Data 802.1P Priority --- Configure the priority of the data packets (non-voice/signaling
data) in 802.1p protocol.

8. Data/Voice DiffServ differentiated --- undifferentiated for Date and voice VLAN is not
distinction VLAN tag, Tag differentiated for Date and Voice VLAN is distinction VLAN tag,
Date untagged for Date VLAN is distinction VLAN tag

Please refer to VLAN implement for detail
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2.5.5 Advance SIP settings

VolP Gateway

Current State Advance SIP Configuration
— Public[Registered]Private[Unregistered]
STUN NAT Transverse[FALSE]

VolP

Advance

STUM Server Addr STUN Server Port 3478
DHEF Server
A Private Server Addr 192.168.1.208 Private Proxy
Net Senice
e Server Port 5080 Proxy Port
Digital hap
Call Servisce Server Username 23012806 Proxy Lisername
MRl Filter
Audio Setfings Server Pazsword ssssssss Proxy Password
VEN
B Private Domain Expire: Time G0 ssconds
Dial-Peer
Private Mumbet 83018806 STUM Effect Time a0 minute
Config Manage
Display Mame Private User Agent “oip Phone 1.0
Update
Private Server Type common % Enable LRI Conwvert
System Manage

—_— Enakle Privste Register D Enable SIP Stun
- -Apm!"

This page is used to set the private sip server, stun server, and back up sip server
information.

STUN Server setting:

STUN Server Addr: configure stun server address;

STUN Server Port:  configure stun server port default 3478

STUN Effect Time: stun detect NAT type circle, unit: minute.

Enable SIP STUN: enable/disable stun.

Please refer to sip conf for the setting for how to set the public alter server.

Private Server Type: The particular Private service system supplier carries out the sign
and speeches to encrypt, default is common

User can register two sip servers: public sip server and private sip server. these two sip
servers are independent from each other and running in the same time.

For how to configure private sip server. Please refer to Sip configuration.
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2.5.6 Digital Map

VoIP Gateway

Current State Digital Map Configuration

Hetwork

VolP End with "#"

Advance

[ FixedLength | 11
DHCP Server

NAT

Het Senice
] Time aut |5 523
oos . Ime : 0)

SIP
Digital Map
Call Senice Apply
ikl Filter
Audio Settings L.
VPN Digital Map Table

Dial-Peer

Config Manage Prefix Mumber

Upiate

E[3-B]KHKHE
System Manage EEREES

ESE7
TEHHKTZ
5137 S[HRHEK

Prefix Number Add
Prefix to be deleted | © v

Digit map is a set of rules to determine when the user has finished dialing.

AG-188N support below digital map:
Digital Map is based on some rules to judge when user end their dialing and send the number to
the server. AG-188N support following digital map:
----End With “#”:  Use # as the end of dialing.
----Fixed Length: =~ When the length of the dialing match, the call will be sent.
----Timeout: Specify the timeout of the last dial digit. The call will be sent after timeout
----Prefix: User define digital map:

[1 represents the range of digit, can be a range such as [1-4], or use comma such as [1,3,5],
or use a list such as [234]

X  represents any one digit between 0~9

Tn represents the last digit timeout. n represents the time from 0~9 second, it is necessary.
Tn must be the last two digit in the entry. If Tn is not included in the entry, we use TO as default, it
means system will sent the number immediately if the number matches the entry.

Example:
[1-8]xxx All number from 1000 to 89999 will be sent immediately.
OXXXXXXX 8 digits numbers begin with 9 will be sent immediately.
911 Number 911 will be sent will be immediately
99xT4 3 digits numbers begin with 99 with be sent after four seconds.
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2.5.7 Call Service Settings

VolP Gateway

Current State Call Service

Hetwork

VolP Hatline

Advance

Zall Fi d
DHGP Senver Ell i @ off O Busy O Mo answer O abways

NAT

Met Service

A060
s Forward Mumber P Port
SIP
D Mo Disturk D Ban Outgoing
r D Enahble Call Transfer D Enahle Call VWating
Audio Settings
WEN D Enable Three Way Call Accept Any Call
Dial-Peer 20 |Mo Answer Time(seconds) P2P P Prefix
Config Manage Remate Record
[ Use Record Server ho
Update

System Manage
Bilack List
== E =3
Limit List
(=) E (3

User configure the value add service such as hotline, call forward, call transfer, 3-way
conference call .etc in this page

Hotline: configure hotline number. AG-188N immediately dials this number after hook-off
if it is set.

Call Forward: Please refer to value add service for detail.

No Disturb: DND, do not disturb, enable this option to refuse any calls.

Ban Outgoing: Enable this to ban outgoing calls.

Enable Call Transfer: Please refer to value add service for detail.

Enable Three Way Call: Please refer to value add service for detail.

Enable Call Waiting: Enable/disable Call Waiting

Accept Any Call:If this option is disable, AG-188N refuse the incoming call when the
called number is different from AG-188N’s phone number.

No Answer Time: no answer call forward time setting.

Black List: incoming call in these phone numbers will be refused.

Limit List:  outgoing calls with these phone numbers will be refused
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2.5.8 MMI Filter

VolP Gateway

Current State

MMI Filter

Hetwork

VolP

Advance | [ mnal Fiker | |
DHECP Server

haT

Het Service
Qos

IR [startip [Eraiip |
Digital Map

i Sl — T —
Dial-Peer
b Delete
Config Manage Start IP to be deleted

Update

System Manage

MM filter is used to make access limit to AG-188N Gateway.

When MMI filter is enable. Only IP address within the start IP and end IP can access
AG-188N gateway.
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2.5.9 Audio Settings

VolP Gateway

Current State DSP Configuration
Hetwork
VolP CODEC o711 AlawGdk (v Signal Standard CHIMA v
Advance Input Yalume: 1] (0-5) Output Volume: a (0-5)
(BAFIEL Se’&e{ G729 Payload Length 10 % |ims DTMF Payload Type 101
Ot SE'DV‘U“; IBC Payload Type a7 [96-127) ILBC Payload Length 30 % ms
o Niz CalleriD Tx Mode FSK FAX Mode Tas v
e LR
Hudio Seffingd
|Jia|.p:.:rN
Config Manage
Update

System Manage
CODEC: select the prefer CODEC; support ulaw, alaw and G729
Signal Standard: Support CHINA, Japan and USA standard
Input Volume: Handset in volume.

Output Volume: Handset out volume.

G729 Payload Length: G729 payload length

VAD: Enable/disable Voice Activity Detection

FAX Mode: select the FAX Mode

2.5.10 VPN

VolP Gateway

Current State
VPN Tunnel
Hetwork
VolIP
Advance
DHCP Server PN P 0000
NAT
Net Senice
Qos
Els UCP Tunnel
Digital Map —e —_—
Call Serica PN Server Addr 0.0.0.0 YPM Server Port a0
MM Filtar : =
Audio Settings Server Group 1D :VF‘N | Server Area Code (12345
AP
Dial-Peer
L2TP
Koo Menngs VPN Server Addr I VPN User Name i-

Update VM Password

System Manage

@ uoe Tunnel O L2TR ‘ 1 Enable PN

this page is VPN setting page , the Gateway support the VPN with UDP and L2TP
protocol .The parameters is as below

VPN IP: After VPN registered successfully, VPN server will give an IP aggress to the
terminal . If there is a IP address shown on terminal (except for 0.0.0.0) ,it means your
VPN has registered

UDP Tunnel
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VPN Server Addr: register to the address of VPN server .

VPN Server Port: Register to the port of VPN server
Server Group ID: the group ID of UDP VPN

Server Area Code: the are code of VPN server

L2TP

VPN Server Addr: register to the address of VPN server
VPN User Name: L2TP VPN username

VPN Password: L2TP VPN password

(& UDP Tunnel O L2TP [ Enable vPH

UDPTunnel: use the UDP to visit VPN
L2TP: use the L2TP to visit VPN

Enable VPN: Enable the VPN server, you must choose UDP or L2TP type in advance
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2.6 Dial-Peer Settings

VolP Gateway

_——
ATCOM

Current State Dial-Peer

Hetwork

VolP Humber Call Mode Destination Port Alias Suffix Del
Length

lifeline: 0.0.0.0 a no alias no suffix 0

Advance T

DHCP Senver
NAT

MNet Senice
Qos

bl hap

Call Service
KMl Filter
Audio Settings
VPN

Dial-Peer
Config Manage
Update

System Manage

Please refer to “how to use dial rule?” for detail.
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2.7 Config Manage

Save Config: save current settings.
Clear Config: restore to default settings.

Notice: clear config in admin mode, all settings restores to factory default; clear config in
guest modem, all settings except sip, advance sip restore to factory default.
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2.8 Update

2.8.1 Web Update:
update gateway’s settings or firmware. Firmware file is .dIf extension when configure
file is .cfg extension, AG-188N will auto select configure update or firmware update
according the extension.

2.8.2 FTP Update:
back up the configure file to FTP or TFTP server. Or auto update configure file from
your auto update server.

Back up configure file to your FTP/TFTP server.

VolP Gateway

Current State

FTP/TFTP Download

Hetwork

VolP

Advance
Dial-Peer
Config Manage

Update

WEE Update
FTPTFTF Update
Auto Provisioning

System Manage

* configure use .cfg extension.

2.8.3 Auto update:

Server

192168.1.207

Username

wells

Pazsword

File name

canfig td

Type

Config file export [

Porotocol

FTP v

AG-188N gateway support FTP and TFTP auto update. The gateway will auto obtain the
configure file from your update server if configured. To obtain the original configure file,
you can use the FTP/TFTP back up as describe above. Configure file using module
structure, user may remain the concerned modules and remove other modules. Put the
configure file in the root directory of update serve when finish editing.

VolP Gateway

Current State

Hetwork

VolP

Advance
Dial-Peer
Config Manage

Update

WEB Update
FTRITFTF Update
]
System Manage

Current Version: the system will display the current version number .

Auto Provisioning Configuration

Current Yersion

2000

Server Address

0.0.0.0

Username

user

Password

Config File Mame

Config Encrypt Key

Protocal Type

FTF »

Update Interval Time

1

Hour

Update Mode

Disahle

w
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Server Address: FTP/TFTP server address

Username: FTP server user name

Password: FTP server password

Config File Name: The name of configuration file

Config Encrypt Key: The encrypt key of confirmation file

Protocol Type: The protocol type that used for upgrading

Update Interval Time: The interval time that the terminals search for new configuration
file.

Update Mode: auto provision mode; Disable: not auto update, Update after reboot:auto
update after reboot, Update at time interval:auto update after a certain time

Configure file version was in the <<VOIP CONFIG FILE>> and <GLOBLE CONFIG
MODULE> ConfFile Version
For instance:

Gateway original version is:
<<VOIP CONFIG FILE>>Version:1.0000
<GLOBLE CONFIG MODULE> ConfFile Version: 6

User may edit the configure file version to:

<<VOIP CONFIG FILE>>Version:1.0007
<GLOBLE CONFIG MODULE> ConfFile Version: 7
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2.9 System Manage
2.9.1 Account Manage

VolP Gateway

Current State Account Configuration
Hetwork
VolP User Hame User Level
admin Roat
Advance
uest General
Dial-Peer

Config Manage
Update

System Manage
Hooount Wanagement
Syslog Config

Time Cantig
Loaout & Reboot

Set web access account or keypad password of AT-530.

2.9.2 Syslog Config:

Current State

Hetwork =
Server P |0.0,0.0
VeolP | —
Servre Port 1514
Advance 71
MGR Log Level MNone |
gl Eesn SIP Log Level none v
Config Manage 142 Log Level Mone |
Update [ @yslag Enatale
System Manage
Apply

anfig
Logout & Rebaot

VolP Gateway

Syslog Configuration

Server IP: set the syslog server address
Server Port: set the syslog server port
MGR Log Level: set the MGR log level
SIP Log Level: set the SIP log level
IAX2 Log Level: set the IAX2 log level

Please click “apply” after setting
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2.9.3 Time Set:

VolP Gateway

Current State ~ _ .
Time Configuration
Hetwork
VolP
SHTP Timeset
Advance —_—
server |209.8187
Dial-Peer ——
timezone | (GMT+08:00)Beijing,Chongging Hong Kong, Uramoi v
Config Manage Z —
timeout |60 I(secondsj
Update
B D Draylight ‘ select sntp
System Manage
Acoount Management Apply
Manual Timeset
year !
month |
day ]
hour |
minute [
Apply

Server:type the ip address of time server
Timezone:select correct time zone in list box
Timeout: longest response time for SNTP
Manual Timeset:The time setting
Daylight: Daylight Saving time

2.9.4 Logout&Reboot

Reboot Gateway, some setting needs to reboot to make it works. Please always save
config before reboot, otherwise the setting will return to previous setting.

Current State

Hetwork

VolP

Advance
Dial-Peer
Config Manage
Update

System Manage

#ccount Management
Syslag Config
L et

Logeti & REest

VoIP Gateway

Reboot System
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3 IVR setting

User may pre-config AG-188N gateway using a normal phone connecting to AG-188N.

please refer the below command:

Notice: all command below can be end with # to speed response.

kRt [*reboot gateway*/
"#*000" [*clear settings*/

"#*100" [*set the IP type to static ip */
"#*101" [*set IP type to DHCP */

"#*102" [*set IP type to PPPoE*/

"#*111" [*prompt gateway ip*/
"H§#*222" [* prompt phone number*/

Below setting need reboot to take effect
"#*103"  /*change to bridge mode*/
"#*104"  [*change to router mode*/

"#*50192.168.1.117" set WAN port IP address
"#*51192.168.1.1" set default gateway IP
"#*52202.112.10.37" set dns server

"#*53255.255.255.0" set netmask, use 255.255.255.0 if no be set
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4 Telnet Console

4.1 Introduce
4.1.1 Basic structure

User may use telnet command to access and manage gateway.

AG-188N adopts tree structure for telnet. Every node contains its sub-nodes or local
command. User can type “help” or “?” whenever to see sub-nodes and all local command
under current node.

Besides local command, there are some global commands can be used in each node.
4.1.2 Basic command

Logout: exit telnet mode.

Write: save current settings.

Type sub-nodes name in current node to switch to sub-node.
Type “I" or “exit” in current node to return to parent-node.

Type “help” or “?” can see all sub-nodes and all local command under current node, every
help item has comments such as <command> or <node> to distinguish sub-nodes and
local command. Type “help” or “?” in command can see all parameters using in this
command.

When typing node name or command, user no need to key the full name, use TAB button
will make it more efficient.

There are two types in command parameters: optional and required. “required” parameter
use “-" as prefix and “optional” use “_" as prefix. User may type “-” or “_" then press TAB
button for complementarily.
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4.2 Global Command

Global command is available under all nodes, AG-188N support following
commands:

Command Function Example

exit Return to parent-node #exit

logout Exit #logout

ping Ping command, use to check network, #ping www.google.com
write Save setting to flash #write
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5 Tree Structure

5.1.1 Debug (Level 0~7)

path:  <debug>#

show debug setting

[disable]enable debug all modules
[disable]enable debug app module
[disable]enable debug cdr module
[disable]enable debug sip module
[disable]enable debug tel module
[disable]enable debug dsp module

5.1.2reload
usage: #reload
Reboot system

5.1.3 show system running info

» basic

path:  <show>#

show network status
Example: #<show>#basic
Show ip packets Stat.
Example:#<show>#ip ip

Show RTP packets Stat.
Example:#<show>#ip rtp

Show TCP packets Stat.
Example:#<show>#ip tcp

Show UDP packets Stat.
Example:#<show>#ip udp

> memory

path:  <show>#

show gateway memory
Example:#<show>#memory

> nat

path: <show>#
show NAT information
Example:#<show>#nat

---show

---[no] all xxx
---[no] app xxx
---[no] cdr xxx
---[no] sip xxx
---[no] tel xxx
---[no] dsp xxx
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> uptime

path:  <show>#
show running time
Example:#<show># uptime

> version

path: <show>#
show gateway version
Example:#<show># version

5.1.4telnet and logout
Usage: #telnet —target -port

Login:xxx
Password
#

#logout

5.1.5tracert trace network path info

usage: #tracert

XXX

—host

Example:#tracert www.google.com

6 Network Diaghosis

There are some telnet commands for checking your network. Now Listing below for your
information

Command Function Example

ping Check if the destination is accessible #ping www.google.com

tracert Show network path info #tracert www.google.com

show basic Show network settings #show basic

show ip route

Show route table

#show ip route

show ip arp Show arp table #show ip arp
telnet Telnet to another device #telnet 192.168.1.2
7 Restore to factory default

#setdefault clear gateway settings expect network part

#setdefault all clear all settings.
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8 POST Mode(safe mode)

e Telnet 192.168.10.1

UoIP System Boot

BOARD = INFINEOM-ADHTEK-5128 ATACPU: ADM51268 Home Gateway Processor
POST Uersion: U1i.2{8M SDRAM>
Creation Date: Dec 9 2005 1B:16:46

[11 TFTP Client Download
[2]1 Print Boot Params
[3]1 Clear Config

[4]1 Exit

Please enter your numher:

AG-188N provide safe mode. When there is booting problem because of setting problem
or firmware problem. User can restore the factory setting or upgrade to a new firmware to
solve this problem.

How to enter safe mode?

In the AG-188N booting procedure, it use the static ip 192.168.1.179 (WAN port IP) for a
short time, user can telnet to this ip address in this occasion to enter the save
mode.(remember to change your PC into the network 192.168.1.xx )

Then user can according the guide in post mode to clear the settings or upgrade the
firmware.
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9 FAQ

How many SIP servers may AG-188N register simultaneously?
AG-188N support 2 SIP servers and a IAX server. The Default server is SIP . If you want to use
the TAX server you must set [AX as default protocol in the IAX config page. IAX and SIP can
register simultaneously but not work simultaneously. If you set 2 SIP servers in the SIP setting
page , you can choose the route (server) by dialing plan which is edited by you. Please see “How
to use the dial rule?” for detail.

How can | know the AG-188N’s IP address?
Pick up the handset and then dial “#*111#”, and the AG-188N will promote you its IP address.

How to use AG-188N'’s Lifeline function?
AG-188N supports Lifeline function, you can use the same handset to place PSTN and VoIP calls.
First, you need to set up the Lifeline with the accessory send with the AG-188N, connect this
accessory to AG-188N’s FXS port, and then connect the handset to the accessory’s phone port,
connect the landline to the accessory’s line port. You can receive PSNT and VoIP calls simply with
configuration. To place the PSTN call, you need to set up as follow:
----Add a new dial rule in the Dial-Peer setting: set the phone number to *T, and choose the
Lifeline as the Call mode.
----Add new Digital map item in the Advance ->Digital Map: set Prefix Number to and *, and the
length to 1.
Then when you want to place a PSTN calls, you can first press * to switch to the PSTN line and
then place your call as you normal do.

Why the settings vanish after reboot?
Please go to Config Manage-> Save Config to save your setting always.

How to use the dial rule?
AG-188N provide flexible dial rule, with different dial-rule configure, user can easily
implement the following function:
----Replace, delete or add prefix of the dial number.
----Make direct IP to IP call
----Place the call to different SIP server according the prefix.
----Make PSTN calls use Lifeline function (Please refer “How can use the Lifeline function of
AG-188N7?”).
You can click “Add” to add a new dial rule. Below is the detail setting of the dial-rule:
Phone Number: The Number suit for this dial rule, cam be set as full match or prefix match. Full

match means that if the number user dialed is completely the same as this number, the call will use
this dial-rule. Prefix match means that if prefix of the number that the user dials is the same as the
prefix, the call will use this dial-rule, to distinguish from the full match case, you need to add “T”
after the prefix number in the phone number setting.

Call Mode: support SIP and Lifeline, SIP means the call will use sip protocol, Lifeline means the
call will use the PSTN line.

36/42



AG-188 User Manual

Destination (optional): call destination, can be IP or domain. Default is 0.0.0.0, in this case the
call will be routed to the Public SIP server. If you set the destination to 255.255.255.255, then the
call will be routed to the private SIP server. Also you can key other address here to make direct IP
calls

Port (optional): Configure the port of the destination, default is 5060

Alias (optional):Set up the Alias. We support four Alias as below. Alias need to co-work with the
Del Length:

» add:xxx, add prefix to the phone number, can set to reduce the dial length.

> all: xxx, replace the phone number with the xxx, can use as speed dial function.

» del, delete the first N numbers. N is set in the Del Length

> rep:xxx, replace the first N numbers. N is set in the Del Length. For Example: Use wants to
place a call 8610-62281493, then you can set the phone number in the dial rule as 010T, and set
the Alias as rep:8610, and set the Del Length to 3. Then all calls begin with 010 will be changed to
8610 XXXXXXXX.

Suffix (optional):Configure suffix, show no suffix if not set

Instance:

VolIP Gateway

Current State Dial-Peer
Hetwork
VelP Humber Call Mode Destination Port Alias Suffie bel
Length
Advance T lifeline 0000 o no alias no suffix o
DHEF Server 2T sip 255.255 255.255 5060 del no suffix 1
HAT
Net Service 3T =ip 0000 5060 clel no suffix il
Qos 123 sip ooon 5060 all BET5583016049 |no suffic ul
SIF . - "
Digital Map aT sip aoon S060 rep:a6 no suffix il
Call Senrice 179 =ip 1921681173 5060 no alias no suffix o

WML Filter
Audio Settings
WEN

Dial-Peer

(a0 J (Detete ] oty )| T

Config Manage

Save Canfig
Clear Config
Backup Canfig

Update

System Manage

Account Management
Syslog Config

Time Config
Logout & Rebost

2T rule: If the call starts with 2, the first 2 will be deleted, and the rest number will be sent to

private server.

3T rule: If the call starts with 3, the first 3 will be deleted, and the rest number with be sent to

public server.

123 rule: Dial 123 and will send 8675583018049 to your server. Used as speed dial function.

OT rule: If the calls is begin with 0, the first 0 will be replace by 86. Means that if you dial

075583018049 and AG-188N will send 8675583018049 to your server.

*T rule: Dial the * and the line with switch to PSTN. Note that you need to set another rule
“Prefix Number: *; Length: 1” in the Digital Map. (Refer “How to use AG-188N’s Lifeline
Function?”)

179 rule: when you dial 179 , the call with send to 192.168.1.179, suit for LAN application

without set up a sip server.
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How to use speed dial function?
Please refer to “How to use dial rule?”.

How to configure digital map?
Please refer digit map settings.

How to use Call Forward, Call Transfer and 3-way Conference

calls?

User may set up the configuration in the Call Service page to use these value add service.

VolP Gateway

Call Service

Hatline

Call Forward [ & o O Busy O Mo Answer ) Always

Farward Mumber

IP

Part |S060

[ ma Disturk

D Ban Outgoing

|:| Enshle Call Transter

[ Enable call vating

D Enable Three Vay Call

Accept &ny Call

20 Mo Answer Time(seconds)

P2FP IP Prefix |-

[ Use Recard Server

Remate Recard
Mo

» Call Forward:

----Forward when busy: select Busy in the Call Forward Field, and Key in the destination phone

number in the Forward Number. If some one calls you when you having a call, the caller will be

forwarded to the destination number.

----Forward no answer: Select No Answer in the Call Forward Field, and Key in the destination
phone number in the Forward Number, fill the time in the No Answer Time. If some one calls you

and no one answer the caller during the No Answer Time, the call will be forward to the

destination number.

----Forward Always: Select Always in the Call Forward Field, and Key in the destination phone

number in the Forward Number, then any one calls this gateway will be forward to the destination
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number.

»  Call Transfer:

Check the Enable Call Transfer.

If A is the AG-188N user, and B calls and talking with A through VoIP. A can press the
Hook-Flash to hold the call with B, and then press * and then enter C’s nhumber. B will be
transferred to C and can talk with C.

» 3-Way Conference Calls
Check Enable Three Way Call
Only sip protocol support this function .Assume A is the AG-188N user, and B calls and talking
with A through VoIP. A can press Hook-Flash to hold the call with B, then enter C’s number to
talk with C, and then press Hook-Flash again switch back to user B, then A can press * to

make 3-way conference calls.

Notice: A can press Hook-Flash to switch between B and C. or press # to cancel the current call

and switch to the other user.

VLAN implement
AGI188 support rich 802.1Q/P protocol and Diffserv configuration. Through its

flexible VLAN function, you can set the voice/signaling and data packets in different

VLAN via different VLAN id.

Different implement of VLAN function:

1: if “Data/Voice VLAN differentiated” is undifferentiated. Device will set the same

vlan ID for voice and data. As show below

VolP Gateway

QoS Configuration

[ wLaM Enable

L&k D Check Enable SoiceiData WLARN differentiated Lindifferentiated  |»
DiffSery Walue 0x hi

Woice WLAN D 266 (0 - 4095) Data WLAM D 284 [0 - 4095)

“oice S02.1P Priority 0 -7 Data S02.1P Priarity 0 -7
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VoIP Gateway

QoS Configuration

wLAK Enable

LAN ID Check Enable

VoiceData WLAN differentisted

|Undiﬁerentiated v|

CiffSery Enakle

DiffSery Walue

o[ |

wWoice WLARN D

256 (0 - 4095)

Data WLAN ID

1 - 4095)

“oice 802 1P Priority

i Jo-n

Data 802 1P Priority

EOT

2. if “Data/Voice VLAN differentiated” is Tag differentiated but the DiffServ is

disable. Device won’t distinguish the voice, signaling and data stream. It will add the

same data vlan id to them. As below:

VolP Gateway

QoS Configuration

YLAN Enable

[ I%LAN D Check Enable

YoiceData YLAN differentisted

[ ciffserv Enahle

DiffSery Yalue

Woice VLAMN D

(a- 4035)

Data WLAM ID

0- 4095)

“Yoice 802.1P Priority

L Jo-n

Drata 802 1P Priority

T

Or
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VolP Gateway

QoS Configuration

LAN Erable

| [V]WLAN ID Check Enable

VoiceData VLAN differentizted

Tag differentiated |

[ citiSery Enakle DiffSery Value e
Woice YLAN D (0 - 4095) Data WLAN ID 0 - 4095)

“Yoice 802.1P Priority

0 Je-n

Diata S02.1P Priority

i e

3. if “Data/Voice VLAN differentiated” is Tag differentiated and diffServ are both

enable. Then device will distinguish the voice, signaling and data stream to VLAN ID

setting. As below:

VolP Gateway

QoS Configuration

WLAN Enable

“L&M ID Check Enable

“oiceiData YLAN differentisted

Tag differentiated

DiftSery Enable

DiftSery valus

oz |

Waice WLAM ID

5 Jo-us

Drata WLARN ID

0 - 4095)

“Yioice 302.1P Priority

o Jon

Diata 802 .1P Priority

L Jon

Or
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VolP Gateway

QoS Configuration

YLAM Enble
AN 1D check Enable Woice/Data YLAN differentisted Tag differentiated |«
DitfServ Enable DittSery Value 0% | b
“oice WLAN ID 256 (0 - 4095) Data VLAN ID 254 (0 - 4095)
“oice 502.1P Priority ] -7 Drata 802.1P Priority ] -7

4.if “Data/Voice VLAN differentiated” is Date untaged and diffServ are both enable.

Then device will undistinguish the date to VLAN ID setting. As below:

VolP Gateway

QoS Configuration

YL A Enahle
Dﬂ_ AN D Check Enable Yoice/Data VLAN differentisted || data Untaged |
DitfSery Enable DiffSery Yalue o b8
Ynice WLAM I 256 (0-4095)  |Data YLANID 254 (0 - 4095)
Yoice 502.1P Priarity ] (-7 Drata 502 1P Priority 0 -7

5.1f VLAN is disable. Device won’t add any vlan ID to the stream. In this case, if the
Diffserv is enable, the DiffServ value response to the voice/signaling stream.

6. When VLAN function is enable. If “VLAN ID check” is enable, AG188 will have
strict requirement on the VLAN, it won’t handle any packets with different VLAN ID.
If “VLAN ID check” is disable, AG188 will handle the packets even from different

vlan ID. Please notice that VLAN ID check is enable in default.
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